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CERTIFICATION OF CONFORMANCE
To AN OPENID CONFORMANCE PROFILE

Name of Entity (“lmplementer”) Making this Certification: Mindgate Solutions Pvt. [.td.

Software or Service (“Deployment”) Name & Version #: VTransact DigiTB v5.0

OpenID Conformance Profile:  Basic OP

Conformance Test Suite Software: www.certification.openid.net Version: 5.1.0

Test Date: 14-Feb-2023

1. Certification: Implementer has tested the Deployment (including by successfully completing
the validation testing using the Conformance Test Suite Software designed for the OpenID
Conformance Profile listed above) and verified that the Deployment conforms to the OpenID
Conformance Profile, and hereby certifies to the OpenlID Foundation and the public that the
Deployment conforms to the OpenID Conformance Profile identified above. Implementer
also certifies that the additional information set forth on the attached Appendix is true and
correct.

2. Maintenance: If subsequent changes to the Deployment, or other information or testing,
indicates that the Deployment is not in conformance, Implementer will either correct the
nonconformance (and update this Certification if necessary) or revoke this Certification.

3. Incorporation of Terms: The Terms and Conditions for Certification of Conformance to an
OpenlID Conformance Profile, located at https://openid.net/wordpress-
content/uploads/2019/03/Openl D-Certification-Terms-and-Conditions.pdf, are incorporated
by reference in this Certification, and Implementer agrees to be bound by such Terms and
Conditions,

4. Privacy Consent; Consent to Publication of Certification. Implementer acknowledges and

agrees that the personal data submitted in connection with this Certification will be processed
in accordance with the OpenlID Privacy Policy posted on the OIDF website at openid.net.
Implementer also agrees that OIDF may publish the entire contents of the certification
application submitted, and a copy of this Agreement as signed by Implementer, on the OIDF
website, and also represents that it has obtained appropriate consent under applicable law to
such publication from all individuals listed in such application and this Agreement.
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Implementer’s Authorized Contact Information

Name: Vadivel Shanmugam

Title: Senior Vice President
Phone: +91 96291 51872

Email: vadivel.s@mindgate.in
Address: 7" Floor, Prestige Polygon,

#471, Anna Salai, Rathna Nagar, Nandanam

City, State/Province, Postal Code

Chennai, Tamilnadu 600035

Country

India

Secondary Contact’s Information (Optional)

Name:

Title:

Phone:

Email:

Address:

City, State/Province, Postal Code

Country
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APPENDIX
(For use with Certification to OpenID Connect or FAPI Conformance Profiles)

Optional: Please provide the following information if you want your implementation to be included in
the list of certified implementations at http://openid.net/developers/certified/. Providing this information
is not required for OpenlD Certification.

URL at which people interested in using your implementation can learn about it and/or obtain it:

https://www.mindgate.solutions/

1-2 sentence description of the implementation:

DigiTB IDP is a customized implementation of the standard OIDC protocol that is tailored specifically for
the needs and requirements of a bank. It enables the bank to provide secure and seamless identity
authentication and authorization services for its customers. across multiple digital channels and
applications. DigiTB IDP allows the bank to leverage the benefits of OIDC, such as the use of OQAuth 2.0
for delegated access and Single Sign-On (SSO) for seamless user experience, while adding their own
features and functionalities to meet their specific requirements.

The programming language of the software and deployment environment for it, if applicable (e.g.,
*JavaScript for Node.js”, “Binaries for iOS”, or “Service™):

JAVA
Licensing terms of the software, if applicable (e.g., “Apache 2.0” or “Proprietary”):

Proprietary




