CERTIFICATION OF CONFORMANCE
To OPENID CONNECT CONFORMANCE PROFILE

Name of Entity (“Implementer”) Making this Certification: KSIGN CO..LTD

Software or Service (“Deployment”) Name & Version #: KSign Trust Thing 1.0

OpenID Connect Conformance Profile: Basic Relying Part

Conformance Test Suite Software: _rp.certification.openid.net Test tool version:1.0.7

Test Date: January 2, 2018

1. Certification: Implementer has tested the Deployment (including by successfully completing the
validation testing using the Conformance Test Suite Software) and verified that it conforms to the
OpenID Connect Conformance Profile, and hereby certifies to the OpenID Foundation and the public
that the Deployment conforms to the OpenID Connect Conformance Profile as set forth above.

2. Maintenance: If subsequent changes to the Deployment, or other information or testing, indicates that
the Deployment is not in conformance, Implementer will either correct the nonconformance (and
update this Certification if necessary) or revoke this Certification.

3. Incorporation of Terms: The Terms and Conditions for Certification of Conformance to an OpenID
Connect Conformance Profile, located at http://openid.net/certification/, are incorporated by reference
in this Certification, and Implementer agrees to be bound by such Terms and Conditions.
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Implementer’s Authorized Contact Information

Name: Jeong-Mi Kim

Title: R&D Director

Phone: +82-10-9010-2491, +82-70-7090-7913

Email: jenny@ksign.com

Address: 4F Kyungpung B/D, 18, Nonhyeon-ro-64gil, Gangnam-gu
City, State/Province, Postal Code |Seoul, 06231

Country South Korea




| OpenlD

Secondary Contact’s Information (Optional)

Name:

Title:

Phone:

Email:

Address:

City, State/Province, Postal Code

Country

Optional: Please provide the following information if you want your implementation to be included in
the list of certified implementations at http://openid.net/developers/certified/. Providing this information
is not required for OpenID Certification.

URL at which people interested in using your implementation can learn about it and/or obtain it:

http://www.ksign.com/html/product07 01.html

1-2 sentence description of the implementation:

Trust Thing is a security module that is embedded in IoT devices, It provides device self registration,
automatic certificate issuance, device authentication, authorization and end-to-end encryption on the IoT
Service Platform. Trust Thing conforms to various OpenAPI security standards such as OAuth 2.0,
OpenID Cinnect and UMA, and supports IoT protocols such as CoAP, MQTT, and XMPP

The programming language of the software and deployment environment for it, if applicable (e.g.,
“JavaScript for Node.js”, “Binaries for iOS”, or “Service”):

Binaries for embedded Linux

Licensing terms of the software, if applicable (e.g., “Apache 2.0” or “Proprietary”):

Proprietary




