RISC Data Sharing workshop January 31, 2018
Meeting minutes

Attendees:

Adam Dawes, Ivor Griffiths, Luke Camery [Google]

Dick Hardt, Eve Hu, Christina McDonald, Denise Kim [Amazon]
Tom Smedinghoff [Locke Lord LLP/OpenID Foundation]
Shelly Scott, Chris Faye, Tom Pigoski [Intuit]

Bjorn Hjelm [Verizon]

Tushar Pradhan [Paypal]

Morteza Ansari [CiscO]

Jeb Ringo, Sadyk(sp?) [CapitalOne]

DK Satija [Bank of America]

Jennifer Ruehr [Adobe]

Eric Davis [Symantec]

Overview of RISC

- Participants discussed the following principles around sharing:

Data is our customer’s data; they should have control.

Data is for security and protection only, limitation of use

Expectation around reciprocity - does not have to be symmetric.
Companies can choose whom to share with and what to share.

Doing right by the customer.

Being transparent to the user.

Data is not re-shared directly with others. Receivers may take action on
information received and send out results of those actions to others
Protection of data, disposal of data, security practices, duration of use
Respect the user’s jurisdiction and applicable laws

There should be transparency between transmitter and receiver about the exact
signals that are being shared.

e No warranties around sharing of the signals.

- Google plans to list all the apps or services that Google is sharing RISC with, and an
ability to enable or disable RISC signals to all apps.

- Google presented a draft of the Data Sharing and Confidentiality Agreement and is
seeking feedback from multiple parties to work toward a proposal to be contributed to the

working group.

Action items:


https://docs.google.com/presentation/d/1nTGwIdEfERDKQ-VozZZ9xUpadQ4HEiVeCM7vec_9ZgM/edit#slide=id.p

Participants to provide further feedback on the draft Data Sharing and Confidentiality
Agreement by February 7, 2018
Google to circulate an updated draft of this Agreement by February 21, 2018



